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For more information contact: 

Public Affairs Office 
E:  PMW240_PAO@navy.mil 
T:  (703) 604-0192 

The Sea Warrior Program (PMW 240) manages a complex portfolio of 
information technology (IT) systems to support Navy human resource 
management, criminal justice, fleet support, afloat business applications, Navy 
and DoD portfolio management, DON administration, and joint aviation aircraft 
scheduling. The PMW 240 Program is part of the Navy Program Executive 
Office for Enterprise Information Systems (PEO EIS) which develops, 
acquires, fields, and sustains Enterprise Network, Business, and fleet support 
IT Systems for the warfighters of the Navy and Marine Corps.  

 

S
e

a
 
W

a
r
r
i
o

r
 
P

r
o

g
r
a

m
 
(
P

M
W

 
2

4
0

)
 

 

Naval Justice Information System 

(NJIS) 

The Naval Justice Information System (NJIS) will be a Web-based system that provides access to 

50,000 Navy and Marine Corps users worldwide and serves as the Department of the Navy’s (DON) 

end-to-end criminal justice case management system. As a result, the following four primary legacy 

systems are planned to be retired or consolidated as part of the effort: 

 Consolidate Law Enforcement Operations Center (CLEOC) 

 Corrections Management Information System (CORMIS) 

 Case Management System (CMS) 

Goals of NJIS 

Goal 1: To meet the congressionally mandated Defense Incident Based Reporting System 

(DIBRS) requirements as stated in Department of Defense mandate 7730.47M    

 Ensure timely and accurate reporting of all DON criminal activity, including all Uniform 

Code of Military Justice (UCMJ) violations, to Defense Management Data Center (DMDC).   

 The total DON Law Enforcement and Investigations incidents reported is projected to go from 

35% (as of January 2016) of current incidents being reported to 100% of all DON incidents 

being reported, including incidents that occur at the Command with no Law 

Enforcement/Investigations involvement. 

 All DON criminal justice communities will be able to report incident data to DIBRS using one 

single system as an entry point. 

Goal 2: Provide the DON with a singular entry point for end-to-end case data that will allow all 

DON criminal justice communities complete visibility over case information   

 Modernize the DON’s criminal justice reporting process, providing enterprise and process-

wide visibility into incident and case data throughout the lifecycle of the DON’s unclassified 

criminal justice incidents.   

 Provide DON senior leadership visibility and improved metrics reporting for incident and case 

data throughout the case lifecycle. 

Capabilities and Benefits 

 Support the Congressional mandate to report all incident data to the DIBRS database 

 Provide enterprise and process-wide visibility into incident data throughout the lifecycle of 

DON unclassified criminal justice incidents 

 Capture case data associated with activities of each of the five criminal justice communities 

(Command Actions (CMDA), Law Enforcement (LE), Judicial Actions (JA), Investigations 

(INV), and Corrections (COR)) 

 Serve as the authoritative data source for criminal justice case information 

 Support all stakeholder business processes 

 Provide community-based reporting solutions: 

– Defense Incident-Based Reporting System (DIBRS) 

– Annual Crime Report (ACR) 

– Quarterly Criminal Activity Disciplinary Infractions and Court-Martial Report (QCAR).  

 

  

 


